
A Distributed Denial-of-Service 
attack (DDoS attack) is a cyber 
attack where the perpetrator 
seeks to make a machine or 
network resource unavailable to 
its intended users by temporari-
ly or indefinitely disrupting 
services of a host connected to 
the Internet. 
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4% In 2015 - 24% of UK companies 

were hit by a Distributed Denial 
of Service (DDoS) attack.
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Attacks take down online 
services and cause
huge financial burdens.

Attacks last 6+ hours.

Over 1 in 3 attacks 
last 1-2 days.

Nearly 40%
of companies would 
lose over 

£100,000 
of  revenue per hour.

WHAT IS A
DISTRIBUTED DENIAL-OF-SERVICE
(DDoS) ATTACK?

DDoS ATTACK
THE REALITY

HOW DOES DDoS
ATTACK IMPACT YOUR
BUSINESS?

PROTECT YOUR
BUSINESS FROM THE 
THREAT OF AN ATTACK 
BEFORE ITS TOO LATE.
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40%

4 IN 10
4 in 10 companies say their 
investment in DDoS protection 

should be larger.

50% say DDoS is a bigger 
threat than last year.

A DDoS attack will cause a massive impact 
to your business, leading to financial and 
reputational damage - sometimes taking 
years for businesses to recover from.
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52% of companies attacked 
lose customer data, intellectual 

property or funds.

90%
of companies hit were 
hit more than once in 

the same year.
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DDoS attacks have increased
by over 100% year on year. 


